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Overview
The AMX Resource Management Suite (RMS) is a line of software solutions designed for IT professionals, 
facility managers and meeting/classroom users looking for a way to manage, monitor and/or schedule up to 
1,000 rooms and an unlimited number of assets.

The RMS application is a client/server application where the NetLinx system acts as the client and the RMS 
application server listens for connections from NetLinx systems. NetLinx and the RMS application server 
communicate using TCP/IP sockets. In order to establish communication, each NetLinx system must be able 
to resolve and connect to the RMS application server. This can be accomplished with a variety of Network 
configurations including local area networks (LAN), wide area networks (WAN), and the Internet.

This document outlines the installation prerequisites, installation guidelines, database access permissions and 
other important database related information for the RMS database installation.

1. RMS must be installed on a Microsoft SQL server. The list below includes the supported version of SQL 
servers.

a.  Microsoft SQL Server 2008

b.  Microsoft SQL Server 2005

2. RMS can utilize the Microsoft SQL Express edition database at no cost for small installations with a 
limited number of rooms and users. 

The following guidelines should be considered when evaluating if your site is a candidate for using the 
Microsoft SQL Express edition.

If your RMS installation is planned to exceed 300 rooms, the Express edition should not be used. 

The guidelines listed above are general recommendations for most users; however may not apply to all 
customers where certain sites may require more advanced database services. 

Consult the Microsoft SQL Server Web site for a full listing of the feature comparison and feature 
limitations imposed by the SQL Express edition. 
http://msdn.microsoft.com/en-us/library/cc645993.aspx

For instructions on installing SQL express, refer to the Installing SQL Server 2005 Express 
Edition section on page 43.

3. It is important to note that RMS does not require a dedicated Microsoft SQL server. 

The RMS database catalog may be installed into an existing Microsoft SQL server or cluster as long as it 
meets the minimum requirements outlined above.

4. Installation of RMS requires an administrative account on the local RMS server and database 
administrative access. 

The RMS installation, RMS Configuration Wizard, and all other RMS maintenance tools must be run on 
the RMS server while logged on with an administrative account.

5. If your company has a staffed Database Administrator (DBA) who will be responsible for the RMS 
database, it is important to provide this document to them and that they carefully review the installation 
requirements and database access requirements for RMS.
1RMS Database Administrator’s Guide
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Additional Documentation

Refer to the following supplemental RMS documents (available to view/download from www.amx.com):

RMS Installation Checklist - The RMS Installation Checklist is provided to ensure all the 
necessary prerequisites are met and all the necessary configuration option are identified prior to the 
installation of the RMS server.

RMS IT Administrator's Guide - This document outlines the installation prerequisites, 
installation guidelines, server access permissions and other important IT related information for the 
RMS application server installation.

RMS Administrators Guide - This document provides information and instructions for the RMS 
System Administrator.

RMS NetLinx Programmers Guide - This document provides detailed NetLinx programming 
information for RMS systems.

RMS Plug In Installation Guides - A separate installation guide is provided to describe installing 
each of the RMS plug-ins (i.e. EMS Scheduling Plug-in, Exchange Mailbox Plug-in, Groupwise 
Mailbox Plug-in, Lotus Notes Appointment Interface Plug-in, Outlook Scheduling Plug-in, 
PeopleCube Scheduling Plug-in, Planon Scheduling Plug-in, R25 Scheduling Plug-in, etc.)

RMS Quick Start Guide - This document provides basic instructions for getting started with 
RMS.

RMS User Manual - This document describes various end-user functions of RMS.

System Requirements
Minimum Hardware Requirements

Processor: Intel Pentium IV 3 GHz (x86) or Intel Pentium Dual/Quad Core 2.0 GHz

Memory: 2 GB

Display: 1280x1024 resolution

Hard Disk: 500 MB available space

Supported Platforms

Windows Server 2003 Standard (SP2; 32-bit only)

Windows Server 2003 Enterprise (SP2; 32-bit only)

Windows Server 2008 Standard (32-bit only)

Windows Server 2008 Enterprise (32-bit only)

RMS Supported Databases

Microsoft SQL Server 2008 Express Edition (for systems with less than 300 rooms only; download 
available free from Microsoft)

Microsoft SQL Server 2008 Standard Edition

Microsoft SQL Server 2008 Enterprise Edition

Microsoft SQL Server 2005 Express Edition (for systems with less than 300 rooms only; download 
available free from Microsoft)

Microsoft SQL Server 2005 Standard Edition

Microsoft SQL Server 2005 Enterprise Edition

RMS must be installed on a dedicated server class machine.
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RMS Supported Scheduling Interfaces

Scheduling Interfaces have been removed from the standard RMS installation. Please visit www.amx.com for 
specifications and ordering information. 

For instructions on installing and configuring the various scheduling plug-ins available for RMS, refer to the 
Installation Guide provided with your particular Plugin. RMS Scheduling Plugin documentation is also 
available to view/download from www.amx.com.

RMS Supported Web Browsers

Windows Platform

Microsoft Internet Explorer 6

Microsoft Internet Explorer 7

Mozilla FireFox 2.0

Macintosh Platform

Mozilla FireFox 2.0

RMS SDK Support

All NetLinx hardware platforms

Touch panel files for G4

NetLinx modules (RFID supported only on Duet-enabled NetLinx hardware)

Additional System Requirements

Microsoft .NET Framework 2.0

Internet Information Services (IIS) 6.0 (for Windows 2003 servers)

Internet Information Services (IIS) 7.0 (for Windows 2008 servers)

Adobe Acrobat Reader 7.0.5 or later

For RMS systems with more than 300 rooms, the database must be installed on an 
external database server and not installed on the same server machine as the RMS 
software.

Supported Scheduling Systems

• Microsoft Exchange

• Microsoft Outlook

• Lotus Notes

• Groupwise

• EMS

• R25

• Peoplecube

• Planon

RMS is capable of supporting multiple (up to 12) instances of Scheduling on a single 
NetLinx Master. If you intend to run multiple instances of Scheduling on a Master, 
then that Master should be dedicated solely to RMS Scheduling.
3RMS Database Administrator’s Guide
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Database Authentication

Overview
The RMS service and RMS website can access the RMS database using one of the two following 
authentication methods.

SQL Login: This option provides the simplest configuration requirements. A dedicated user 
account for RMS is defined directly in the SQL server. 

The username and password for this dedicated user account must be configured in the RMS 
Configuration Wizard. Once configured, RMS will use these account credentials for all RMS 
database operations.

Windows Authentication: This option is a bit more complex to setup and configure but permits 
you to use Windows Active Directory domain authenticated permissions rather than a direct SQL 
username and password login account. This option may be required under the policies of your 
Information Technology department. 

SQL Login
To configure the RMS software for use with a SQL login account, please follow the instructions below.

1) Add SQL Login Account to SQL Server

1. Open Microsoft SQL Server Management Studio and connect to your SQL database server.

2. Expand the Security folder, right-click the Logins folder, and select New Login (FIG. 1). 

This opens the New Login dialog (FIG. 2): 

FIG. 1  Logins > New Login
5RMS Database Administrator’s Guide



Database Authentication
3. In the Login Name field, enter the new RMS Login name. 

4. Next, make sure the SQL Server Authentication option is selected and enter the login account password.

Ensure the Enforce password expiration and User must change password at next login options are not 
checked.

5. Click OK to save the new user account.

FIG. 2  New Login dialog
6 RMS Database Administrator’s Guide
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2) Add SQL Login Account to RMS Database

With the RMS user account added to the SQL database server in the previous step, we now need to add the 
RMS user and grant permissions to the RMS database.

1. Open Microsoft SQL Server Management Studio and connect to your SQL database server.

2. Expand the Databases folder and find the RMS database. 

3. Expand the RMS folder, and the Security folder. 

4. Right-click the Users folder and select New User (FIG. 3). 

This opens the New User dialog (FIG. 4):

If the RMS database has not yet been installed on your SQL server, then you may 
need to install the RMS database and then come back to this step to complete the 
permissions configuration for the RMS SQL Login.

FIG. 3  Users > New User
7RMS Database Administrator’s Guide
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5. Enter the "RMS" login name and the local SQL login name of "RMS" as shown in FIG. 4. 

You can use the search button to locate the SQL login account if needed. 

6. Select the db_owner role under Database Role Membership. 

7. Click OK to save the user account and permissions to the RMS database.

FIG. 4  New User dialog

The db_owner privilege will grant the RMS user account full permissions over the 
RMS database. If you require more restrictive access, refer to the Database User 
Permissions section on page 31.
8 RMS Database Administrator’s Guide
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3) Configure RMS to use SQL Login

1. In the RMS Configuration Wizard, on the database configuration step, enter the RMS user account and 
password under the Use SQL S - Server Authentication database connection option (FIG. 5). 

2. Click Next to test the database connection.

If the database connection is successful, then the following dialog will be displayed (FIG. 6): 

If the database connection fails, re-check the SQL login account password and assigned 
permissions to the RMS database.

FIG. 5  RMS Configuration Wizard - Configure SQL Server Database Connection Settings

FIG. 6  RMS Configuration Wizard - Connected to database successfully
9RMS Database Administrator’s Guide
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Once connected successfully, you can proceed with the RMS configuration; no other settings or 
configuration is required for database authentication.

Windows Authentication
The second authentication method supported is Windows Authentication. Under this configuration, each RMS 
process will attempt to access the RMS database using the Windows Active Directory account under which 
that process is running. 

This connection method is also known as “Trusted Connection” and “SSPI” (Security Support Provider 
Interface). 

When opting to use Windows Authentication, a domain user account must be created in the Active Directory. 
This user account must explicitly be granted user permissions to the RMS database. This same domain user 
account should also be configured as an Administrator on the local RMS server by adding the domain account 
to the Administrators group on the RMS server. 

Please note, this does not mean that this RMS user account must be a member of the Administrator's group in 
the Active Directory domain.

In addition to the RMS domain user account, the computer that is running the RMS server must also have a 
computer account defined in the Active Directory domain and the SQL server hosting the RMS database must 
be a server computer defined in the domain.

1) Create Domain User Account

To create a new domain user account, you must log on to a domain controller server with a Domain 
Administrator account.

1. Open the Active Directory Users and Computer configuration utility from the Start > Administrative 
Tools menu.    

2. On the Users folder, right-click and select New > User (FIG. 7): 

The instructions and screenshots provided here may vary depending on the version 
and edition of Windows Server you may be using. 

FIG. 7  Active Directory Users and Computers - New > User
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This opens the first New Object - User dialog (FIG. 8): 

3. Enter the username and login credentials. 

4. Click Next to continue to the next New Object - User dialog (FIG. 9). 

5. Enter a password for the new user account. 

Since this is a user account that will run the RMS services in an unattended mode, make sure to 
select the Password never expires option. 

Also uncheck the User must change password at next logon option.

Click Next to continue. Proceed until the user has successfully been added to the Active Directory.

FIG. 8  New Object - User dialog 1

FIG. 9  New Object - User dialog 2
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2) Add Domain User Account to SQL Server

1. Open Microsoft SQL Server Management Studio and connect to your SQL database server.

2. Expand the Security folder, right-click the Logins folder, and select New Login (FIG. 10). 

This opens the Login - New dialog (FIG. 11). 

If your active directory is configured to use Microsoft Exchange, then you will be 
prompted to create an Exchange mailbox while you are cresting this new RMS user 
account. 
If you intend to interface the Resource Management Suite product with your 
Exchange system, then you will want to create the mailbox account for this new user.

FIG. 10  Security > Logins > New Login
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3. In the Login Name field, enter the new RMS domain user account. 

Since this is a domain account and not a local computer account you will need to enter the account 
login name in the form of "domain\user". 

Also, make sure the Windows Authentication option is selected.

4. Click OK to save the new user account.

FIG. 11  Login - New dialog
13RMS Database Administrator’s Guide
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3) Add Domain User Account to RMS Database

With the RMS domain user account added to the SQL database server in the previous step, we now need to add 
the RMS domain user and grant permissions to the RMS database.

1. Open Microsoft SQL Server Management Studio and connect to your SQL database server.

2. Expand the Databases folder and find the RMS database. 

3. Expand the RMS database folder and the Security folder. 

4. Right-click the Users folder and select New User (FIG. 12). 

This opens the New User dialog (FIG. 13): 

If the RMS database has not yet been installed on your SQL server, then you may 
need to install the RMS database and then come back to this step to complete the 
permissions configuration for the RMS SQL Login.

FIG. 12  Databases > Security > New User
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5. Enter the RMS login name and select the domain user account RMS as shown above. 

The domain user account should be defined in the form of domain\user. 

You can use the search button to locate the domain user account if needed. 

6. Select the db_owner role under Database Role Members. 

7. Click OK to save the user account and permissions to the RMS database.

FIG. 13  Add Domain User Account to RMS Database

The db_owner privilege will grant the RMS user account full permissions over the 
RMS database. If you require more restrictive access, refer to the Database User 
Permissions section on page 31.
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4) Configure RMS for Windows Authentication

1. When configuring the database connection in the RMS Configuration Wizard, select the Use Windows 
Authentication option to use windows database authentication (FIG. 14). 

2. If the database connection is successful, then the following dialog will be displayed (FIG. 15). 

If the database connection fails, please recheck the domain user account assigned permissions to the 
RMS database.

FIG. 14  Use Windows Authentication

FIG. 15  Connected To Database Successfully
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When configuring the database connection in the RMS Configuration Wizard, if the option to Use 
Windows Authentication is selected, then the following warning message will be displayed 
(FIG. 16).   

This warning message is provided to help identify that choosing the Windows Authentication option for the 
database connection will have additional configuration requirements that must be setup correctly to ensure that 
RMS can successfully communicate with the RMS database.

For Windows Authentication to work properly and permit the RMS processes to access the RMS database, it is 
important to understand and identify each of the RMS processes and how they interact with the RMS database. 
RMS processes run under distinct principal user contexts each requiring access to the database server.

a) RMS NT Services

RMS contains 4 Windows NT services. Each of these service run under their own unique process and all must 
be configured to use a user account that has Windows Domain permissions to the RMS database.

AMX RMS Server

AMX RMS NetLinx Connection Manager

AMX RMS Communication Manager

AMX RMS Scheduling Manager

When attempting to Register the RMS services in the RMS Configuration Wizard, the user will be prompted to 
provide a user account for each RMS service, in the Register Service dialog (FIG. 17).   

FIG. 16  Database Windows Authentication - Warning
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If you are using RMS with SQL Express and the SQL Express database server is installed on the 
same server, then the "Local System" account may be used.

If you are using RMS with a remote SQL server, then you must provide a domain user account that 
has access to the RMS database. 

You may enter a domain account in the form of: domain\user. 

Alternatively, the RMS NT services can also be configured manually via the "Services" manager under 
"Administrative Tools" on the Windows server (FIG. 18). 

1. Select each RMS NT service and edit the properties to display the Server Properties dialog. Use the 
options on the Log On tab to specify the computer or domain account to use for each service (FIG. 19).  

FIG. 17  Register Service dialog

The drop down list will not contain domain user account, only accounts on the local 
computer. However, you can type in the domain\user account directly in the text entry 
field of the drop down box. 

FIG. 18  “Services” manager under “Administrative Tools” (on the Windows server)
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2. After making the changes to each of these NT services and configuring the Log On As account with the 
new dedicated RMS domain user account, re-run the RMS Configuration Wizard to correct any NTFS file 
permissions. 

3. Open the RMSDCOMConfig.EXE tool in the RMS program installation directory. 

FIG. 19  Server Properties dialog (Log On tab)

FIG. 20  RMS Configuration Wizard - Use SQL Server Authentication
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4. Run this tool and make sure the new dedicated RMS domain user account list included in the list of 
accounts (FIG. 21). 

5. Next, select View Permissions.

If any item in the result list displays “Permission Not Set”, then you will need to select the “Grant 
Permissions” option to apply the correct DCOM permissions for all the user accounts. 

6. After granting the proper permissions, select View Permissions to visually confirm that all accounts now 
have the proper DCOM permissions.

FIG. 21  AMX Resource Management Suite DCOM Permissions Configuration Utility

In RMS installations that are integrating with Microsoft Exchange, the NT service 
account for the RMS Scheduling Manager service must use a domain account with 
permissions to the Exchange server. 
If possible, use the same dedicated RMS domain account that you created for the 
database permissions. 
If it is not possible to use this same dedicated domain account and a unique domain 
account is required for interfacing to the Exchange system, then this additional user 
account will also need to be added to the RMS database and granted the proper 
permissions.
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b) RMS Web Application (ASP.NET)

The RMS ASP.NET Web application by default runs under the Network Service account. 

When configured to use Windows authentication for database access, this account must also be granted access 
to the RMS database.

If the SQL server is running on the same server computer as RMS (for example if you are running SQL 
express on the same server), then you can simply add the NT AUTHORITY\NETWORK SERVICE account 
to the database server security logins and then add the account and grant permissions to the RMS database 
catalog. 

Add "NT AUTHORITY\NETWORK SERVICE" Account to SQL Server

1. Open Microsoft SQL Server Management Studio and connect to your SQL database server.

2. Expand the Security folder, right-click the Logins folder, and select New Login (FIG. 22).  

This opens the Login - New dialog (FIG. 23): 

FIG. 22  Security > Logins > New Login 
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3. In the Login Name field, enter the "NT AUTHORITY\NETWORK SERVICE" user account. 

Since this is a domain account and not a local computer account you will need to enter the account 
login name in the form of "domain\user". 

Also, make sure the Use Windows Authentication option is selected

4. Click OK to save the new user account.

FIG. 23  Login New dialog

If you use the Search button to find the account, it will be displayed as NETWORK 
SERVICE in the search results listing.
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Add "NT AUTHORITY\NETWORK SERVICE" Account to RMS Database

With the NT AUTHORITY\NETWORK SERVICE account added to the SQL database server in the 
previous step, we now need to add the NT AUTHORITY\NETWORK SERVICE account and grant 
permissions to the RMS database.

1. Open Microsoft SQL Server Management Studio and connect to your SQL database server.

2. Expand the Databases folder and find the RMS database. 

3. Expand the RMS database folder and the Security folder. 

4. Right-click the Users folder and select New User (FIG. 24). 

This opens the New User dialog (FIG. 25): 

If the RMS database has not yet been installed on your SQL server, then you may 
need to install the RMS database and then return to this step.

FIG. 24  Databases > Security > Users > New User
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5. Enter the NT AUTHORITY\NETWORK SERVICE user name and select the login name
NT AUTHORITY\NETWORK SERVICE, as shown above. 

You can use the search button to locate the NT AUTHORITY\NETWORK SERVICE account if needed.

6. Select the db_owner role under Role Members. 

7. Click OK to save the user account and permissions to the RMS database.

If the SQL server is running on a remote server then you will need to add the RMS server machine account to 
the database server security logins and then add the account and grant permissions to the RMS database 
catalog.

The computer domain account is expressed in the form of domain name followed by the computer name with a 
trailing "$" character. (e.g. "DOMAIN\RMSServerMachineName$")

FIG. 25  New User dialog

The db_owner privilege will grant the NT AUTHORITY\NETWORK SERVICE user 
account full permissions over the RMS database. If you require more restrictive 
access, refer to the Database User Permissions section on page 31.
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Add "NT DOMAIN\RMSServerMachineName$" Account to SQL Server

1. Open Microsoft SQL Server Management Studio and connect to your SQL database server.

2. Expand the Security folder, right-click the Logins folder, and select New Login (FIG. 26). 

This opens the Login - New dialog (FIG. 27): 

FIG. 26  Security > Logins > New Login
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3. In the Login Name field, enter the "DOMAIN\RMSServerMachineName$" user account. 

Since this is a domain account and not a local computer account you will need to enter the account 
login name in the form of "domain\machinename$". 

Also, make sure the Windows Authentication option is selected

4. Click OK to save the new user account.

FIG. 27  Login - New dialog
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Add "DOMAIN\RMSServerMachineName$" Account to RMS Database

With the "DOMAIN\RMSServerMachineName$" account added to the SQL database server in the previous 
step, we now need to add the "DOMAIN\RMSServerMachineName$" account and grant permissions to the 
RMS database.

1. Open Microsoft SQL Server Management Studio and connect to your SQL database server.

2. Expand the Databases folder and find the RMS database. 

3. Expand the RMS database folder and the Security folder. 

4. Right-click the Users folder and select New User (FIG. 28). 

This opens the New User dialog (FIG. 29): 

If the RMS database has not yet been installed on your SQL server, then you may 
need to install the RMS database and then return to this step.

FIG. 28  Databases > Security > Users > New User
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5. Enter the "DOMAIN\RMSServerMachineName$" user name and select the login name 
"DOMAIN\RMSServerMachineName$" as shown above. 

6. Select the db_owner role under Database role membership. 

7. Click OK to save the user account and permissions to the RMS database.

FIG. 29  New User dialog

You cannot use the Search button to find this account - it must be manually entered.

The db_owner privilege will grant the DOMAIN\RMSServerMachineName$ user 
account full permissions over the RMS database. 
If you require more restrictive access, please see the DATABASE PERMISSION 
section of this document for more information.
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Additional Online References:

[MICROSOFT] How To: Connect to SQL Server Using Windows Authentication in ASP.NET 2.0
http://msdn.microsoft.com/en-us/library/ms998292.aspx

[MICROSOFT] Explained: Windows Authentication in ASP.NET 2.0
http://msdn.microsoft.com/en-us/library/aa480475.aspx

c) RMS Configuration Wizard & RMS Database Wizard 

The RMS Configuration Wizard and RMS Database Wizard are executable utilities that run under the context 
of the logged on user account. When attempting to use these administrative tools for RMS server installation 
or RMS server maintenance the user should logon with a domain user account that has administrative access to 
the local RMS server and administrative access to the RMS database. 

To create a new RMS database or to perform certain database updates, the logged on user account must have 
database creator privileges on the SQL server. 

See the Database User Permissions section on page 31 for information on the 
required level of access permissions required for these database user accounts.
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Database User Permissions

Overview

The RMS database catalog may be configured under two security models:

Flexible Access
If you wish to provide for the most flexible access to the RMS database, then each user account associated to 
the RMS database may be granted “dbo” (owner) permissions to the RMS database catalog. 

If this option is selected, then the RMS services and web site will be able to read/write/execute stored 
procedures and alter the database schema. Future RMS upgrades may require database schema and data 
modification and if the users have owner permissions to the RMS database catalog all database updates can be 
automated via the RMS Server Installation process. 

Restrictive Access
RMS can operate with restrictive access permissions. The minimum database permissions that must be granted 
to all RMS database user accounts are:

Read (all Tables)

Write (all Tables)

Modify (Table Data)

Delete (Table Data)

Execute (all Stored Procedures)

If this option is selected, then the RMS services and web site will be able to read/write and execute all stored 
procedures. Future RMS upgrades that require database schema and/or data modification may require database 
administrator access to apply the database update scripts. 

The automated database update mechanism built into the RMS Server Installation process may fail to apply the 
database update scripts if the configured user does not have rights to ALTER/CREATE/DROP, etc. 

To create and configure the initial RMS database catalog, database administrator 
privileges are required. If you do not have administrative access to the database 
server where the RMS will be installed, please consult your IT administration or DBA.
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Database Installation

Overview

The RMS Configuration Wizard and RMS Database Wizard are executable utilities that run under the context 
of the logged on user account. When attempting to use these administrative tools for RMS server installation 
or RMS server maintenance the user should logon with a domain user account that has administrative access to 
the local RMS server. 

During the installation process of RMS on the RMS server, the RMS Configuration Wizard will provide the 
options to connect to an existing RMS database catalog or create a new RMS database (FIG. 30).  

If you have an existing RMS database or your RMS database that was installed manually by the DBA, 
then select the option to “Connect To An Existing RMS 3.0 (or later) Database”. 

1. To create a new RMS database, select Create A New RMS Database.

2. Click Next to launch the RMS Database Wizard and display the Database Wizard - Create Microsoft SQL 
Database dialog (FIG. 31). 

To create and configure the initial RMS database catalog, database administrator 
privileges are required. 
If you do not have administrative access to the database server where the RMS will 
be installed, consult your IT administration or DBA.

FIG. 30  RMS Configuration Wizard - Create a New RMS Database
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3. Enter the Microsoft SQL Server path, the preferred database Authentication method and User 
Credentials (if needed) and the New Database Name (Catalog) to create. 

To successfully create a new RMS database the SQL server database account or if using Windows 
Authentication, the logged on user domain account, must have database creator privileges on the 
target SQL server. 

Without the proper database administrative permission, the RMS database will fail to create a new 
catalog.

4. Select Next to proceed and attempt to create the new RMS database catalog.

5. If a successful connection to the database server is established and the RMS Database Wizard can 
successfully create the new RMS database catalog, then the installation of the database tables, views, 
stored procedures, and default data will proceed (FIG. 32). 

FIG. 31  Database Wizard - Create Microsoft SQL Database
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6. Once the database installation is complete, the Database Wizard will close and return you to the RMS 
Configuration Wizard (FIG. 33). 

After installing the RMS database, you may need to create database user account and grant specific 
permissions access. 

Refer to the Database Authentication section on page 5.

Refer to the Database User Permissions section on page 31.

FIG. 32  Database Wizard - Database Structure

FIG. 33  RMS Configuration Wizard - Database Installed & Connected
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After the database installation is complete, if you need to change the RMS database user account to a more 
restrictive access account than the one that was used to create the RMS database, then in the RMS 
Configuration Wizard, select Configuration under the Database node (FIG. 34).  

Here you can change the database user credentials as needed. 

When complete, select Next to test the database connection using the new credential and to proceed with the 
RMS server configuration.

FIG. 34  RMS Configuration Wizard - Configure SQL Server Database Connection Settings
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Manual Database Installation

Overview
Some corporate database policies require that all database installed to their database servers be manually 
installed from the database scripts. This is to prevent malicious code from running on the database server. 

The default method of installing RMS is by using the automated database installer via the RMS Configuration 
Wizard, however using the steps outlined below, you can use the existing database scripts to manually install 
the RMS database. 

The RMS database installation scripts are located in the following installation path on the RMS server.

C:\Program Files\AMX Resource Management Suite\Database

The two script files used to install the RMS database are:

ASPNet.sql – this script installs all the Microsoft ASP.NET application database framework tables 
and stored procedures.

RMSDBInstall.sql – this script installs the RMS application database tables, stored procedures, 
and default data.

You will need Microsoft SQL Enterprise Management Studio, Microsoft SQL Enterprise Manager, or similar 
SQL database management tool to create a database and apply these script files. 

If you do not already have one of these tools, you can download and install the Microsoft SQL Server 
Management Studio Express (free edition) directly from the Microsoft web site: http://go.microsoft.com/
fwlink/?LinkId=65110

Manual Installation Steps
1. Open the SQL database management tool and establish a connection to the SQL server or SQL cluster to 

which you wish to install RMS. 

You will need to connect using the sa account or other user account with database creation and database 
security management privileges (FIG. 35).  

FIG. 35  Connect to Database Engine

You may not be prompted to connect to the database server until to attempt to open a 
SQL script file in the next step depending on the SQL database management tool you 
are using.
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2. Open the “ASPNet.sql” SQL script file in your SQL database management tool (connect to database here 
if prompted).

This script file contains a variable placeholder token for the RMS database catalog name. 

3. Perform a global search and replace on the text:

“!!RMS$PLACEHOLDER$2112!!” 

Replace this text with the name of the RMS database catalog you with to create. 

The default catalog name typically used is simply RMS. 

Make sure to replace all instances of this placeholder token, there are a number of locations in this 
script file where this placeholder text is embedded. 

FIG. 36  ASPNet.sql” SQL script file 
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4. After the database catalog name text replacement is complete, you can execute the script. 

This should create the new database catalog and then create all the necessary ASP.NET related tables and 
stored procedures. 

a.  When the script is complete, make sure the query was executed successfully and there are no errors. 

b.  You may now close this SQL script file. 

5. Open the RMSDBInstall.sql SQL script file in your SQL database management tool (connect to the 
same database server using the same logon credentials here if prompted).

You will need to select which database catalog that this script will be applied to. 

6. Select the RMS database catalog that was created in the previous steps (FIG. 37). 

7. With the appropriate RMS database catalog selected, you can execute this script. When the script query 
had executed successfully you should not see any errors (FIG. 38). 

FIG. 37  “RMSDBInstall.sql” SQL script file (RMS database catalog selected)

This step is very important. If the wrong database catalog is selected you may 
potentially inadvertently install a number of RMS tables and stored procedures into 
another applications database catalog. 
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After installing the RMS database, you will need to create database user account and grant specific 
permissions access to these account. RMS supports both SQL login accounts and Windows Authentication. 
Refer to the following sections for details on user configuration:

See the Database Authentication section on page 5

See the Database User Permissions section on page 31

This completes the RMS database installation. 

You will now need to run the RMS Configuration Wizard to ensure the database connection is configured 
properly (FIG. 39). 

FIG. 38  Execute the “RMSDBInstall.sql” SQL script file

FIG. 39  RMS Configuration Wizard - Connected to database successfully
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Database Backup

Overview
The RMS database should be incorporated into your organizations regular backup schedule. All RMS usage 
and room configuration data is stored in the RMS database. RMS does not provide an automated database 
backup mechanism; if you do not already have a database backup system in place you should highly consider 
implementing some form of database backup solution. In the event of server hardware failure or data 
corruption, all RMS data may be lost without a regular backup.

Additional Online References

[MICROSOFT] Backing Up and Restoring Databases in SQL Server

http://msdn.microsoft.com/en-us/library/ms187048.aspx
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Installing SQL Server 2005 Express Edition

Overview
This information is intended to assist you in installing and configuring SQL Server 2005 Express Edition for 
use with the RMS application.

The Network Administrator should perform this type of configuration. 

   

Installation
1. Download the SQL Server 2005 Express Edition (SP1 min.) from Microsoft.

2. Run the SQLEXPR.EXE.

3. Follow the default installation except as follows:
In the Feature Selection window, select Client Components > Connectivity Components > Entire 
feature...

4. Finish the default install.

Resource Management Suite™ does support Microsoft SQL Express 2005 
databases; however, the RMS services and website must connect using a TCP/IP 
connection or named pipes. 
Connecting to SQL Express 2005 via shared memory is not supported. 

FIG. 40  Feature Selection
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Setup
1. Go to Start > Microsoft SQL Server 2005 > SQL Server Configuration Manager.

2. Go to SQL Server 2005 Network Configuration > Protocols for SQLExpress.

3. Right-click TCP/IP; select Enable.

4. Go to SQL Native Client Configuration > Client Protocols. Ensure TCP/IP is enabled. If it is not, right-
click TCP/IP; select Enable.

5. Go to SQL 2005 Services.

6. Right-click (SQLEXPRESS); select Restart. After the database has restarted, you may exit the SQL 2005 
Configuration Manager.

FIG. 41  SQL Server 2005 Network Configuration

FIG. 42  SQL Native Client Configuration

FIG. 43  SQL 2005 Services
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